
AIS Programming Standards 

CICS-Related Standards 
Access to an application should be via the Application Menu.  
Security for subordinate functions should be verified in the Application Menu. If access to the 
subordinate function is denied, the message should appear on the Application Menu.  
Inter-application transfers should be done through the menus. Requests for transfers may take 
place anywhere in the application but they should go through the menus to centralize interface 
code.  
Startup and clean-up functions at the application level should take place in the menu or be 
invoked by the menu rather than repeating code in the application.  

Related Policy, Procedures or Standards 

see also: 

Screen Standards  
Accountability & Exceptions  

Back to Programming Standards home page. 
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